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Abstract

This paper presents an overview of the Innovation, Collaboration and Exchange Environment (ICee), a novel web-based knowledge management tool. ICee was developed as part of the Soldier Systems Technology Roadmap (SSTRM) project, which aims at enhancing future soldier capabilities and the preparedness of Canadian industry for the Canadian Forces Soldier Modernization Effort (CFSME). The SSTRM project is the first initiative of this nature in Canada, where technology roadmapping approaches and techniques are broadened to benefit from a unique web-based collaborative tool to facilitate the exchange of information and to reinforce and enable open collaboration and innovation aspects. Through the roadmapping process, government, industry and academia have been involved in identifying emerged and emerging technologies, including the disruptive ones, which have the potential to address the defined capability visions and the identified gaps. The ICee tool is also designed to capture relevant knowledge on technology availability and the various readiness levels, thereby enabling the dynamic refinement and alignment of future soldier systems requirements.
1.0
introduction

The Government of Canada’s Canada First Defence Strategy (CFDS) [1] provides a planning framework for rebuilding the Canadian Forces as a state-of- the-art military organization. It also opens up new opportunities for Canadian industry and academia to participate earlier in the research and development (R&D) process in ways that will better support the Canadian Forces (CF) long-term capabilities and position Canadian defence and security organizations and firms for global excellence. 

The CFDS supports the CF transformation plan to advance towards the Objective Force 2028 vision [2]while addressing the various challenges of the anticipated future security and operating environments [3]
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 \* MERGEFORMAT [4]. For the Army, the Land Force vision and strategy unfolds over three time horizons: the Army of Today, the Army of Tomorrow (AoT), and the Future Army 2040 [5]. For the AoT, a new force employment concept called Adaptive Dispersed Operations (ADO) [6] was developed. The ADO seeks to increase mission effectiveness through a better integrated, agile and digitized force using the future integrated soldier system as a force multiplier.

At the soldier level, the AoT is implemented through the Canadian Forces Soldier Modernization Effort (CFSME). The CFSME focuses on enhancing the overall capability of the future soldier to accomplish his missions across more complex and diverse sets of terrain and battle spaces, while increasing survivability against asymmetric threats. Canada is not alone in addressing future soldier needs. Many nations have soldier modernization programs for equipping future soldiers with fully integrated, state-of-the-art technologies, in view of improving the combat effectiveness of the dismounted soldiers
 [7]
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In 2004, the Department of National Defence (DND) initiated a mind mapping exercise to identify and map the technologies that could address the CFSME envisioned future capabilities. Over 900 technologies were captured along with their estimated technology readiness level (TRL). However, the question regarding the when technologies would be ready for fielding and meet future capability requirements remained not fully answered. Upon examining various options to address this issue and to complement the capability-based planning process underway [11]
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 \* MERGEFORMAT [12], DND found out that a foresighting method known as “roadmapping” was the most promising mechanism for linking all pieces together. In 2007, the Department of Industry - Industry Canada (IC) - was approached by DND to tap into its extensive expertise in working with industry and academia on technology roadmaps. This has led to the creation of the Soldier Systems Technology Roadmap (SSTRM) project.

2.0
technology roadmapping

Roadmapping is a collaborative strategic planning process for developing innovative products and processes to meet future demands. It is designed to help identify and prioritize the technologies that would be needed to support future R&D, marketing and investment decisions and efforts. The roadmapping methodology dates back to the 1980s when Motorola first developed and used the process [14]. Up to now, it has been further developed and studied by various organizations [15]
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 \* MERGEFORMAT [16]. The methodology has also been used more recently in the defence domain [17]
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In Canada, since roadmapping was initiated in 1995, over 35 technology roadmaps have been completed. Industry Canada, in particular, has considerable experience in TRM and has applied the process at the industry sector level. The Industry Canada TRM process [19] typically brings together industry, academia and government representatives in a series of workshops, formatted to identify knowledge barriers to competitiveness and to discuss ways to best meet future market demands and needs. This knowledge exchange is driven by key questions relating to “why,” “what,” “how,” and “when” market and technological changes (incremental or disruptive) might take place. The process allows for combining the aspects of technology pull and technology push and is intended to improve decision-making about technology development. It also helps synchronize the future transition of incremental/disruptive technologies with the anticipated future market demands and technological needs (Figure 1 below). 
Open collaboration and voluntary participation are fundamental characteristics of technology roadmaps as the dynamic knowledge exchange process allows for enhanced partnering and cooperation among the participants, which have the opportunity to discuss the future visions and requirements and are also encouraged to align their R&D efforts with the high-priority needs identified in the roadmap. Intellectual Property (IP) is not a major issue for TRM as the focus is on mid-term and long-term time horizons, which involve mainly technology at the pre-competitive levels.
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Figure 1: Incremental/Disruptive Technology Transition vs. Availability.
3.0
THE SSTRM PROJECT

The SSTRM project is a multi-departmental initiative involving government, industry and academia to develop a comprehensive roadmap supporting the Canadian Forces Soldier Modernization Effort (CFSME). The SSTRM project has two main objectives: 1) to bring Government of Canada defence planners together with researchers from the academic and industry sectors (both private and not-for-profit) from Canada and abroad to exchange knowledge on future Army key capability areas related to the CFSME, and 2) to explore and support the development of technology options for addressing the key capability gaps identified.

3.1
SSTRM Development Phase
The SSTRM project, launched in May 2009, includes two main phases, i.e., development and implementation. The development phase, completed in March 2011, resulted in the development and generation of the capstone report and action plan, referred to as The Soldier Systems Technology Roadmap: 2011-2025. For this phase, seven facilitated workshops took place over 18 months across Canada, and which gathered over 1,500 participants from industry, government and academia. During the workshops, participants explored together the “art of the possible” for the SSTRM technical domains:  power and energy, weapons effects, C4I
 and sensors, survivability, sustainability and mobility, and human / system integration. All the information for each workshop (i.e. agenda, presentations, proceedings) is available on the collaborative tool (ICee). Following the workshops, a number of technical sub-committees meetings were held to review, synthesize, and complement, when needed, all the information, which got compiled and included in the capstone report.

3.2 
SSTRM Implementation Phase

The implementation phase, which has just been initiated, will provide the framework for delivering the action plan and supporting the initiation of R&D efforts for the development of the emerging technological opportunities identified in the roadmap that are well aligned with the CFSME vision and needs. The related S&T investments would also open options that could counter and create strategic outcomes. Government, industry and academia will remain engaged through technology networks in the refinement of the requirements for the various capability domains and the development of technology standards. In the long term, improved equipment and soldier systems will emerge, which will be synchronized with future technology insertion opportunities. Ultimately, this could also accelerate the delivery of future operational capabilities that are essential to maintain our technological superiority on the battlefield while minimizing technology transition time and risks.

3.3 
Emerging Technologies Importance for Future Soldier Systems

Developments in information technology, micro-electronic, robotic, biotechnology and nanotechnology domains will provide the key building blocks for future soldier systems capabilities [20]
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 \* MERGEFORMAT [23].The fact that significant advances in these technological domains are being driven more and more by the nongovernmental S&T communities and by the commercial demand —on a global scale— versus military investment, reinforces the need to establish and enable a good collaboration with industry/academia such as to provide a better understanding and anticipation of future technology trends. The adversary’s exploitation of commercial technologies is also becoming a threat on the battlefield that can only be countered by the faster development and fielding of enhanced technologies.  Many efforts [24]
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 \* MERGEFORMAT [33] are being made to track the development and potential impacts of emerging and disruptive technologies, which have been receiving a lot of attention nowadays.
4.0 
INNOVATION, COLLABORATION AND EXCHANGE ENVIRONNEMENT (ICEE)

4.1 
Wiki Origin
Over the past decade, the World Wide Web has evolved to offer a multitude of applications that facilitate interaction and information sharing among its users. Chief amongst Web 2.0 collaboration solutions are wikis, which allow easy creation of content by anyone interested in sharing their knowledge. A Wiki is defined as a collaboratively created and iteratively improved set of web pages, together with the software that manages the web pages [34]. Wikipedia is certainly the most renowned wiki that currently exists. In the defence and security domain, many wiki applications such as Intellipedia and DoD Techipedia are now being used for knowledge, technology and innovation management [35]
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 \* MERGEFORMAT [36]. Although wiki technology has begun to be adopted within corporations, the potential of their impact is not always fully exploited. Where wikis have been initiated, their use has seen significant success. Many key factors have been shown to impact the adoption and usage of wikis, such as enhanced reputation, work made easier, improved organizational processing, open collaboration and knowledge management [37]

 REF _Ref291762732 \r \h 
 \* MERGEFORMAT [38]. 
4.2
 ICee the Technology Knowledge Hub

ICee is a password protected web-based solution (technology database and wiki), which was developed to support the SSTRM project and to foster the exchange of information and collaboration amongst the SSTRM participants. This novel tool combines the power of a database with precise taxonomy and a wiki with all related features to allow enhanced knowledge management.

ICee was launched in October 2009 and counts today 525+ registered users and over 250 items pages created. The latest version of ICee, V2.5, was released in March 2011 and includes a preliminary generalization of the Soldier Systems tool concept. It includes new database item type classifications, migration of the wiki component to the new wiki enterprise suite Confluence 3.4, and  major improvements to usability and common look and feel.
ICee is the first public-facing wiki within the Government of Canada. The innovative nature of the ICee was recognized when the team received an honouree distinction at the Government Technology Exhibition and Conference (GTEC) 2010, in October 2010. The vision of the ICee tool is to become a virtual technology knowledge hub aimed at providing full awareness and knowledge about everything related to the CFSME, including emerged and emerging technologies that could contribute in creating products and sub-systems that will enhance future soldier operational effectiveness. ICee enables individuals, organizations and companies anywhere across Canada and abroad to remain engaged in the TRM process. It also creates and supports a community of practice for the open exchange of concepts, ideas and information. ICee is also designed to enable the open innovation concept, which assumes that useful knowledge is widely distributed, and that even the most capable R&D organizations must identify, connect to, and leverage external sources of knowledge [39]. Such a tool also reinforces the openness, fairness, and transparency aspects of the technology roadmapping process.
4.3
 ICee Development and Architecture
The ICee tool was developed and hosted by Industry Canada’s Chief Information Office (CIO). It is co-managed by IC and DND administrators who control user access and related privileges. ICee comprises two main components: a front-end database (Figure 2), to capture specific structured information known as “database items,” and a wiki, where registered users can collaborate on database items created by themselves or by other users. These two components are linked so that database items can be used to create corresponding wiki pages. The wiki component was developed using Confluence™, an enterprise wiki software tool from the company Atlassian. This architecture provides the benefits of both worlds: i.e. the structured database and the unstructured wiki. ICee also includes a powerful search engine for use in finding database items, and a reporting tool for exporting data and creating reports in Excel.
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Figure 2: ICee Tool Dashboard.
Within ICee, the Roadmap Report Material section has been created to post relevant material from all the TRM workshops (agendas, presentations, reports) and to develop the SSTRM capstone report collaboratively. All workshop participants were invited to collaborate on the sections related to their domain of expertise. ICee allows the roadmapping process to extend its reach to subject matter experts no matter where they are located and whenever they are available. ICee also provides a private area — known as the Private Space — that is accessible only to government personnel. Users from different government departments and agencies can access the space to share CF modernization documents and develop related articles and reports collaboratively. 

4.4
 ICee Content

To respect all legal issues, only non-confidential, non-classified, non-controlled and non-personal information should be entered in the ICee. Still, a wide variety of relevant material can be entered and developed through collaboration. There are three main types of database items: 
· Need / requirement – To express the capabilities that could be needed by DND for the CF modernization effort; 

· Offer – To express the capabilities offered by users in response to the identified needs and requirements; and, 

· General – To express general information that might be of interest to the CF modernization effort, such as conferences and projects. 

Within these main types, a database item can be assigned to a more specific subtype to further describe it: e.g. capability, system/sub-system/product, technology, R&D, capability program, technology review, standards, lessons learned, events, R&D support program. Database item creation follows a simple five-step, wizard-like process to assist the user in ensuring that key information is entered and to minimize potential errors. There are two main information sections in the database component: the first contains all mandatory fields used to describe and classify each item, and the second comprises other information such as project-related information (e.g. milestones), key performance parameters and Technology Readiness Level (TRL).
4.5 
Technology Maturity Assessment
Technology Maturity Assessment (TMA) scales are a common measure and standard used to assess the maturity of evolving technologies. An important issue for developers and adopters of new technologies is to successfully communicate their completed or expected stages of technology development and readiness for manufacture. There has been a wide body of work completed in the area of technology maturity assessment and a number of different systems have been developed to measure the different aspects of technology maturity [40]
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 \* MERGEFORMAT [44]. The most used TMA metric is the Technology Readiness Level (TRL) scale, which was first developed by the National Aeronautics and Space Administration (NASA). This scale has been implemented and modified since the early 1990‘s in many government programs to help manage resource allocation for technology development programs. Other TMA metrics include Manufacturing Readiness Levels, Integration Readiness Levels and System Readiness Levels, which can all be captured in ICee. These metrics are also used to assess the risks associated with the development and transition of technologies and systems. To make TMA more objective, calculators programs have also been developed [45].
4.6 ICee Functions

ICee offers a range of valuable functions to technology planners, developers and users, i.e.:
· Knowledge Management and Open Collaboration — With password-protected access (a reference is required), ICee is opened to all parties interested in the CFSME from industry, academia or the government. 

· Technology Watch and Archiving — ICee enables ongoing technology watch and offers a flexible platform as a repository of technology information. 

· Multiple Authoring — With its editing capability, ICee facilitates the development of scientific articles and reports by multiple authors, and allows their instant publication to the wiki.

· Matchmaking — ICee can also be used as a knowledge base for matchmaking, helping users to find either a need for their proposed solution or a partner, a support for R&D projects or technology licensing opportunities. 

· Linkages, Synthesis and Reporting — The structured information collected in the database allows users to easily search, produce detailed reports and export them to Excel for further manipulation, if necessary, and use in decision-making. Other ICee wiki features include a dynamic calendar, Really Simple Syndication (RSS)
 feed, Favourite pages, Featured Database Item section, and a sophisticated search engine (see Figure 3).
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Figure 3: The ICee Wiki Home Page.
5.0
CONCLUSION
The SSTRM project is an innovative initiative to enhance collaboration among government, academia and industry players within the soldier systems community of interest. The integration of the web-based ICee adds a unique dimension to the project, making it possible to broaden participation and to conduct a complex technology watch, including tracking of emerged, emerging and disruptive technologies, and synthesis of information across a range of industrial sectors. ICee is particularly powerful as a vehicle for cross-sector collaboration, a factor that will be increasingly important as the SSTRM project moves into its implementation phase with government, academia and industry partners, as it combines strengths to find novel ways to fill the technology gaps identified in the SSTRM development phase.

All parties are benefiting from the knowledge exchanged and relationships built through this initiative. DND is accessing up-to-date information on technology readiness and emerging technology options. Industry and academia are gaining a clearer understanding of DND’s needs for soldier modernization and are better able to position their R&D efforts to meet these needs. This opportunity is of particular benefit to smaller niche-market firms seeking to enhance their position in the global market.

Ultimately, the SSTRM project will help strengthen Canada’s security and defence capacity through better technology planning, development and insertion leading to state-of-the-art integrated future soldier systems for the Army of Tomorrow. This will be achieved by effectively engaging the resources of a world-class, innovative Canadian defence and security industry
.
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� The concept of the dismounted soldiers is considered as a system of systems where each new development aims to enhance soldiers’ capabilities.


� C4I: Command and Control, Communications Network, Complex Systems and Intelligence


� RSS is a family of web feed formats used to publish frequently updated works, such as blog entries, news, etc.


� Link to SSTRM web site http://soldiersystems-systemesdusoldat.collaboration.gc.ca/
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