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abstract
Three years ago FFI finished building its first Battle Lab facility. One important use of the facility has been system and platform related simulation experiments. So far the simulation experiments encompass work on indirect fire systems, battle management systems, future battlefield support systems and air defence systems. The need to establish common scenarios emerged from the need to measure the usefulness of different systems functionality. As a result, several projects now cooperate on establishing a set of common scenarios for simulation and analysis. The scenarios are based on both national and NATO defence planning scenarios. Through this process of cooperation on scenario development, simulation and system analysis, a commitment to cooperate on more complex simulation experiments has emerged. Working together to establish synthetic environments that are concrete representations of scenario descriptions, promote communication between system related projects. The paper will outline the changes in contents and level of detail for one specific scenario that was first developed for two types of systems, and which was further developed by all participants. Communicating results of individual systems studies is also facilitated by modelling and simulation. The paper will outline two main applications. Firstly a simple concept demonstration is described. Secondly a more demanding utility study is described. The cooperation on scenario development and simulations can be managed by applying a common approach to modelling and simulation. The paper will describe what needs to be in place to enable effective cooperation between system related projects. The goal of the cooperative effort is to carry out analysis of defence structures in a representative set of scenarios.
Introduction
When considering doing simulation in support of defence structure analysis, it is important to acknowledge the considerable challenges involved in this task. A couple of years ago this endeavour would not have been considered realistic. At that time we were to a large extent working with single federate simulations, and were to a large extent isolated from the rest of the Norwegian Defence. The modelling and simulation at FFI was vitalized when the Battle Lab facility was built. The facility provides an important part of the infrastructure that is necessary to carry out large distributed simulation. The most important new contribution of the Battle Lab is enabling human in the loop simulation. The Battle Lab also brings simulation experts and stakeholders together. We have experienced that this increases the quality of the scenarios, models and simulation experiments that is produced. With this experience the Battle Lab is now establishing itself as a new arena for cooperation between projects related to research on future capabilities for land warfare. With the sudden burst of models being developed under common scenarios and with a common simulation infrastructure, we now envision future joint simulation work that tackles much larger defence structures than is currently being handled. The goal of this work will be to carry out distributed simulations in support of defence structure analysis.

This paper approaches the problem of producing simulation in support of defence structure analysis in a chronological manner. We look back at what has happened at FFI the last few years, and try to draw a connection to what we see as future possibilities.
The first game based simulation 
For the last three years, we have been developing a combat vehicle simulator for concept development and experimentation purposes, called NORBASE (NORwegian BAttle Simulator Experiment). NORBASE is a modification of Unreal Tournament 2004 (UT2004), which is a commercial game developed by Epic Games. In addition, we are using MÄK Game-Link, which allows NORBASE to interoperate with other HLA (High Level Architecture) or DIS (Distributed Interactive Simulation) compliant simulations.
Originally NORBASE was developed to provide a simple synthetic environment for testing of functionality in future Battlefield Management Systems (BMS). The early game based simulator consisted of one type of vehicle in one type of terrain. The terrain was limited to 6 by 6 kilometres in size, and it was used for all the scenarios. The scenarios were established to test specific BMS functionality.
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Figure 1: Early game based experiments in the Battle Lab at FFI
Scenarios developed for testing systems functionality need to be limited in complexity. One only needs to establish situations in which to obtain the required assessments or measurements in question. The system needs to be evaluated in its proper context. Therefore each test-scenario will take the form of a “what-if” scenario (1) or use case. These small scale scenarios are developed by approaching the problem bottom-up. A typical question during scenario development would be “what should the system do”. Utility measurements for the systems functionality would take place in the context of each of the “what-if” scenarios, and the overall utility would be measured by means of well accepted methods.

These early game based experiments resulted in an evaluation of the usefulness of future BMS functionality (2). During the testing of the BMS functionality, other subsystems of the combat vehicle was also tested and evaluated. Figure 1 shows a picture taken during the first game based experiments with military participants. 

Since the scenarios had been specifically designed to test BMS functionality, they did not necessarily provide the context required to evaluate the other subsystems of the combat vehicle. As an example, one is likely to need the active protection system (APS) in other situations than those that are suited for BMS testing. Comparison of utility for systems needs to be done in a set of scenarios that satisfy all the systems in question. Therefore it is necessary to expand the scenario work to enable the testing of several systems and subsystems.
On the other hand, it may be argued that the kind of utility assessments that was carried out by the personnel participating in the experiments only is dependent of the participants ability to envision the usefulness of the system in certain scenarios. It may not be necessary to actually run the simulation of the scenarios. In this case it may not be necessary to establish a complete set of scenarios. To enable the participants to make proper decisions on what is good and what is bad functionality, it may be sufficient for them to envision the future use of the system based on experience. During the experiments it was shown that the participants have a lower propensity to change their assessment after having run a simulation experiment, as they accumulate simulator time. This may be an indication that they establish experience using the system in the simulator, and that this experience improves the quality of their assessment of expected utility before running a simulation experiment in a new scenario. This would then reduce the need to re-evaluate the assessment after having finished the simulation experiment.
Good scenario descriptions are of vital importance in all cases. It may not be necessary to simulate all the scenarios. This depends on what method of assessment that is being used. One way of improving the scenario descriptions is to establish common scenarios for all systems and subsystems that are to be evaluated.
Examples of modelling and simulation that fits common scenarios 

To establish common scenarios it is necessary to attack the scenario development process top down. The cornerstone scenarios need to be broken down into situations that are relevant for all platforms, systems and functionalities that are to be evaluated. Establishing such a scenario spectre allows for establishing experience with all the elements that are to be evaluated. Doing human in the loop simulation makes it possible to the utility of the systems involved. Common scenarios would also allow for more concrete measurements of performance to be carried out by using measures of effectiveness directly connected to stochastic simulation results. Several models have been developed at FFI recently, which contribute detailed information into scenarios that have been developed in cooperation with several stakeholders.
NORBASE 2008

As mentioned earlier, we have developed a simple combat vehicle simulator, called NORBASE. This simulator was extended and adapted to be a simulator for the ground forces in our common scenarios. The work of doing this extension has included implementation of models of all vehicles, weapon systems and ammunition types that are relevant for the scenarios. In addition, gaming exercises have been created on the basis of the combat situations described in the scenarios. Because of the limited map size in the game engine used by NORBASE (Unreal Engine 2.5), parts of the indirect fire simulations have to be done in a separate simulation framework for CGF (computer generated forces). Since the artillery units could be stationed outside the NORBASE maps, the firing and the trajectory of the projectiles are simulated in a separate CGF, while the explosions from the projectile impact and the damage calculations are simulated in NORBASE.
Today NORBASE contains models of most combat vehicles used by the Norwegian Army, some combat vehicles for an opposing force, and a UAV (Unmanned Aerial Vehicle). The implementation and configuration of the vehicle models and their weapon systems are based on technical specifications and descriptions of real vehicles and weapons, gathered from open sources. Figure 2 shows a screenshot from the simulator. The vehicle implementations also include realistic damage calculation models. Such models are established by means of stochastic simulation, and validated on the basis of experiments. This is done on a regular basis at FFI, and is readily available for implementation in simulation models. The damage calculations in NORBASE are based on table look up of values for relative damage probabilities determined by vehicle type, where the vehicle is hit, and the type of projectile used. The vehicles can take three types of damage; mobility kill, fire power kill and total kill. We have also been using NORBASE to experiment with new vehicle and weapon technologies, like Active Protection Systems (APS), augmented reality, laser and GPS guided weapons, and sensor-fuzed munitions. The augmented reality system is about to be field tested in the near future, and is considered to be an important component of future live virtual constructive exercises.
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Figure 2: A Leopard 2 in NORBASE

A series of synthetic terrain models based on real terrain data have also been created. From these terrain models we have created gaming exercises based on combat situations taken from Norwegian and NATO Defence Requirements Review (DRR) scenarios. Due to limitations in the UT2004 game engine, the maps are limited to 10 by 10 km in size, when using the default scaling. In the future we will replace NORBASE with Virtual Battlespace 2 (VBS2) from Bohemia Interactive. This means that we will move most of our vehicle and weapon models and our scenarios over to the VBS2 platform.

Air defence in VR-Forces

A model of the Norwegian ground based air defence system is developed by using a CGF simulation infrastructure. The basic air defence model included in the CGF tool, the Patriot Launcher System, consists of a radar-sensor that can detect hostile air-borne vehicles and a launcher that can fire missiles at the targets detected by the radar. The radar-sensor and the firing unit are placed in one single entity, and this is how most entities are constructed in the CGF tool. However, this is not beneficial when the user wants to separate the sensor from the launcher geographically. Hence, when implementing this system, it is necessary to split it into several entities; sensor entities to observe the terrain and participating entities, controller entities to handle the information flow and make decisions and weapon entities to engage targets. The key property of such a system is battlefield communication. In VR-Forces, this can be simulated by using radio messages which can be sent between the different entities.

The sensor entity uses an extended radar sensor model that simulates emitter beams rotating with a certain rotation frequency defined by the user. Also, the detection of another entity depends on line of sight, beam direction and signature of the detectable entity. All sensor entities send tracks on the detected entities to the controller entity. The controller entity (Fire Distribution Centre) receives tracks and continuously performs weapon allocation. The FDC entity can task a suitable firing unit to fire at a target. When doing so, the track is sent along with the fire task. How the entity evaluates the threats, decides which weapon entity is best suited to fire at it, and when to fire, are all significant factors that are implemented in this model. Upon receiving the firing task, the weapon entity fires a missile at this target using the position received from the controller entity. Based on pre-set parameters, the weapon can choose to navigate based on target-data originated from the sensor entity, or it can use its own sensor to guide itself to the target. 

When the models behind the ground based air defence entities have been modelled and implemented in such a way that the resulting behaviour of these entities is regarded as realistic, a better scenario can be set up. A scenario is created by choosing a terrain-file that depicts the geographical place, placing the enemy entities in the terrain and providing them with plans based on how they are assumed to attack. Finally placing the air defence entities (and if necessary, other types of entities), based on current operational procedures. By running this scenario several times, and storing significant parameters, one can analyze the capacities of the entities of interest based on statistical analysis of the stored parameters. For example, one could find that if a territory is to remain protected, it is necessary for the air defence entities to respond within a certain reaction time. This kind of simulation is valuable when the ground based air defence is subjected to for instance replacements or technological improvements.  

Procedures to establish Common Scenario Descriptions
Common scenarios are necessary to enable simulation based experiments where different system owners or stakeholders take part. At FFI several systems related projects have lately taken part in the scenario development process. The need to cooperate to generate common scenarios occurred when cooperation on simulation experiments was started. It is difficult to have access to skilled personnel for running human in the loop simulations. Carrying out simulation experiments in cooperation, and sharing personnel recourses to some extent solves this problem. The need to evaluate different types of systems in the same experiment also prompts the need for common scenarios. It is necessary to cater for the needs of all systems and stakeholders in the same scenario when doing experiments together. The approach chosen at FFI was to tie scenarios on the strategic level to scenarios on the tactical level through a process of refinement. Scenario management (3, 4) is much more important now because of the interdependence that arises when scenarios on the strategic level are tied, via vignettes at the operational level, to scenarios at the tactical level.  National defence planning scenarios (5, 6) are established by means of morphological analysis. Traditionally they are used as a starting point for constructive gaming and various types of operation analysis. They describe events that take place on a timescale that would be unsuited for human in the loop simulation. Therefore it is necessary to decompose the scenarios, and to add necessary information.
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Figure 3: One possible combat scenario deployment

The procedure that was adopted at FFI was to start with Norwegian national scenarios and NATO DRR scenarios. The choice of scenarios should give room for use of military force and thereby allow for experimentation with the military capacities and capabilities of choice. The cornerstone scenarios used for defence planning has a wide scope and a timeframe of months. Each of these corner stone scenarios (1) were subsequently broken down into vignettes that has a scope that is adapted to the common need for experimentation and implicitly only last for days. The vignettes represent the parts of the strategic scenarios which encompass all relevant systems and are thought to be of importance for the evaluation of utility of the systems. Finally, within these vignettes, critical situations are identified, which represent the most important situations in which the systems must function and survive. These critical situations are the final products of the scenario process.

The different defence planning scenarios are broken down to: 

· Vignettes, operations on a certain scale within the large scenario - a small scale scenario.

Lasts for days and encompass all relevant systems

· Combat situations - situations that would be critical for a successful operation. 

Lasts for hours, and encompass the critical points in an operation

Selection of vignettes and combat situations from the scenarios is done in close cooperation with military subject matter experts. The combat situations typically contain complete descriptions of all system types that take part, and the operational context. As a starting point for the gaming exercise the systems are placed with high accuracy in the virtual landscape, and the topography, weather, time of day and time of year is given. An anonymised combat situation is laid out in Figure 3.

The work carried out to produce gaming exercises amounts to the same kind of work needed for live exercises. The process also includes writing orders for the units that take part in the simulation. These orders are based on the contextual information of the situation, and on a limited set of data extracted from the combat situation.
scenario QUALITY
When doing simulation in support of defence structure analysis, scenarios are of the utmost importance. It is our impression that the quality of the scenario descriptions increased when the different systems related communities started working together on common scenarios. Typically the context was broadened, and properties that previously had been confined to interface assumptions was clarified and described in detail. To assess the quality of the scenario work more objectively we shall try to analyse the previous 3 generations of scenarios that where used for systems testing at FFI.
What contributes to quality of a scenario has been investigated by Hickey et al (7). They suggest that the number of actions, number of sequences, number of alternatives for each action and the scenario length should be considered. This approach is suited for assessing scenario quality related to one type of system. Their method is based on counting the number of aspects covered by each of the alternative scenarios. When expanding the scenarios to include several types of systems, this approach does not work. In a more complex environment, the number of actions, sequences and alternatives increase with the number of system types. Comparison of scenario quality for simple one system scenarios, to more complex multi system scenarios, would therefore not be valid.
To be able to assess the quality of more diverse scenarios we first need to know what a scenario is. We shall adopt the following definitions (8, 4, 9):

· Scenarios provide the context for the conduct of the operational analysis and bound the arena of the analysis. Scenarios consist of several static dimensions and include the dynamic evolution of events in time. Operational scenarios detail threats, orders of battle, tactics, rules of engagement and courses of action, deployments, reserves, adversary forces, and non-combatants.

· A scenario is a description of the world, in a context and for a purpose, focusing on task interaction. It is intended as a means of communication among stakeholders, and to constrain requirements engineering from one or more viewpoints (usually not complete, not consistent, and not formal)
· [A scenario process is] a systemized working process where all stakeholders collectively develop stories about alternative futures which are based on facts, assumptions and trends
Based on these more broad definitions, it would be appropriate to take into consideration context description, definition of purpose, participation of stakeholders, focusing on tasks and descriptions of viewpoints. We shall include the context and the definition of purpose, and make a total word count for all scenario types. We shall also include the number of tasks, and the alternative viewpoints in the final simulation of the scenario.
Table 1: Scenario properties 
	Scenario type
	Scenario description [average word count]
	Stake holders [number]
	Tasks [number]
	Alternative view-points [number]

	BMS testing
	44
	1
	1
	2

	Indirect fire and BMS
	368
	2
	3
	4

	Common scenario
	738
	4
	4
	5


For the preparation of the BMS testing scenarios for the combat vehicle, we had one stakeholder participating. The number of tasks was limited to one per scenario, and we had two viewpoints for the evaluation of the system (one for the vehicle commander and one for the driver). For the indirect fire scenarios, we had the participation of two stake holders. The tasks for a typical scenario were manoeuvre, designation and fire support. The number of alternative viewpoints, or participating and distinctly different ways of observing the scenario, was four. For the common scenario most recently developed the tasks were fire support, designation, manoeuvring and air defence. With the addition of a separate visualisation tool for the air defence system, the number of viewpoints for the common scenario is five.
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Figure 4: Alternative viewpoints 

The final concretisation of the scenario takes the form of a distributed simulation where CGFs, prototype systems and game based simulations participate. An important part of the cooperative process takes place when federates are connected for the first time. The 3D representation the vehicles, personnel, landscape, weather, visibility, line of sight computations in real time, common vulnerability models and precise timeline all contribute to precise understanding of the scenario. Even before military personnel are invited to take part, it helps stakeholders to understand each others needs and viewpoints. We think that the quality improvement in this part of the process is considerable even though it is difficult to measure, and it has not been accounted for in the assessment in table 1. One possible measure of quality might be the number of iterations involving stakeholders that takes place before the synthetic environment is finished and ready for use.
Necessities for cooperation on modeling and simulation
The most important prerequisite for cooperation is commitment from stakeholders. Cooperating means that system owners have to give up control of parts of the scenario generation, experimentation and evaluation process to other providers of capabilities. Previously the simulation experiment was set up by each system owner as a separate instance of the scenario. The simulation was carried out as a stand alone federation, and used for evaluation of performance. If the cooperation is to work, operational interfacing problems have to be negotiated. The benefit of cooperating on scenario descriptions and simulation experiments is that tasks influencing each other are taken into consideration. For example manoeuvring ground forces in certain scenarios, may not be done without feedback from air defence and combat support. Neither should it be done in synthetic environments. With a realistically modelled threat, it is therefore necessary to agree upon what capabilities that need to be present for the operation to be carried out. The experiment will provide a means of judging whether the initial assessment was good. Biased decisions are therefore less likely.
In addition the presence of a simulation infrastructure is of vital importance. This infrastructure should encompass procedures, for instance for developing and exploiting synthetic environments. It should also provide services according to open standards (10). De facto standards for synthetic environment databases enable sharing of content. Similar standards for game based simulators are emerging. This simplifies the process of building persistent synthetic environment that may be re-used. 
Conclusion
During the last three years, the Battle Lab facility at FFI has become an important arena for analyzing present and future military structures and technology. Different groups have contributed to a common synthetic environment by implementing models that are adapted to a common simulation infrastructure.  By using these models originally developed as separate federations, much more complex experiments with human in the loop simulations have been performed.
It is our experience that the quality of the scenarios that are developed for modelling and simulation exercises increase when cooperation takes place between stakeholders. Objective measures of quality for scenarios applied to three previous sets of scenarios indicate the same.

With the work invested in the Battle Lab facility, the resulting synthetic representation of combat situations grows to be a powerful tool for experiments on future defence structures. These models represent future versions of military structures that can be evaluated in synthetic environments. Thus, operational concepts can be developed based on pre-defined scenarios and models of military technology that may be available in the future.

Artificial intelligence and new evaluation methods will enable us to analyze and demonstrate the effect a change in military structure, operational concepts and technology will have on the ability to handle defence planning scenarios. New developments in the area of augmented reality will improve the possibility to include human participants in live virtual constructive simulations. All this will contribute to make large scale distributed simulations in support of defence structure analysis a possibility in the near future.
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Figure 5: Future Live Virtual Constructive Simulations

It is our belief that new methods of evaluation will enable us to study artificially intelligence controlled operations in live virtual constructive simulations, utilizing future technology, to develop concepts and defence structures that are relevant to future scenarios. 
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