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Abstract

The paper argues that to facilitate robust long-term planning and decision-making, several parallel approaches, applying different methods and timeframes, are needed. The Norwegian MoD has currently moved away from a traditional four-year cyclical model of long term capability planning towards a needs based model in which plans are developed and updated continuously. While the new model is an improvement from the old one, which offered limited opportunity to address evolving challenges and adjust the course en route, the need for some sort of activity that counters the inherent danger of being caught up in current events and day-to-day planning has become more obvious. One identified need is long term security forecasts that take a historical perspective on continuity and change, while translating global strategic trend projections to potential challenges on the national level. However, to be useful for the continuous planning process, the potential challenges have to be prioritized with regard to many factors, including general Armed Forces objectives and considerations of risk. By clarifying the analytical and practical purchase of each approach, the paper shows how analytical diversity must be an an objective in itself for increased preparedness and robustness in dealing with expected and unexpected events.

1.0
INTRoduction

The Norwegian Armed Forces has moved away from a traditional four-year cyclical model of long term capability planning towards a needs-based model in which plans are developed and updated continuously. The old model offered limited opportunity to address evolving challenges and adjust the course during each main cycle, while the fundamental reshuffling of the cards every fourth year was time-consuming and hampered continuity. However, an inherent danger with the updated model is that it becomes reactive and fails to take into account potential future challenges that lie beyond the short to medium term. The opportunity to use each cyclical end-date for a deeper reflection over challenges, purpose and direction is also abandoned. 

The purpose of this paper is to discuss the overall Norwegian needs with regard to future defence planning. Our principal argument is that to facilitate robust long-term planning and decision-making, several parallel approaches, applying different methods and answering to different objectives, are needed. One identified need is long-range security forecasts that take a historical perspective on continuity and change, while translating global strategic trend projections (such as the NATO MFP project) to potential challenges on the national level. However, to be useful for the continuous planning process, the potential challenges have to be prioritized with regard to many factors, including general Armed Forces objectives and considerations of risk. 

By clarifying the analytical and practical purchase of each approach, the paper seeks out their inherent strengths and differences, and potential synergies between them. It shows that one size does not necessarily fit all when it comes to planning for the future. Analytical diversity is an objective in itself for increased preparedness and robustness in dealing with expected and unexpected events. 
2.0
From cyclical to continuous defence planning

Long-term defence planning in Norway has traditionally been realised in regular, four-year cycles called Defence Studies. These have been under the auspices of the Chief of Defence (CHOD) and have supplied the main analytical underpinnings of the Government White Papers determining the long-term perspective of the development of the Armed Forces. As announced in the 2008 White Paper [1], however, long-term planning is now going to be a more continuous affair, with yearly updates of, for instance, the strategic environment analysis as well as adjustments to long-term goals when needed. Previously the Defence Studies were big stand-alone projects, but the new regime is to take place within the existing MoD organisation. The CHOD will still have a major role in his role as military advisor to the Minister, but he will have to rely on MoD personnel to do the analysis required as a basis for that advice. In Norway the CHOD is integrated into the MoD and dual-hatted, being both chief of the armed forces and chief military advisor to the Defence Minister with a formal position in the MoD.

One consequence of a continuous defence planning process is that the MoD becomes torn between the day-to-day (and thereby high priority) issues and the more analytical, requirements associated with long-term planning. As a consequence, the Norwegian Defence Research Establishment (FFI) has gained a more central role as a repository and supplier of the capability based long term planning methodology that forms the basis for the Norwegian long term defence planning. The following paragraphs describe the outlines of that methodology.

Figure 1 illustrates the process flow and basic components of the method. It is the embodiment of a fairly standard approach to capability based planning as defined for instance by SAS-025 [2], but with some national adaptations, and (we will claim) with quite a bit more analytical rigour than observed in most nations. 
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Figure 1: Long term planning process.
There are two main lines of analysis. The bottom one, the force structure analysis, is a bottom-up process that aims to identify the capabilities and costs of the current and future force structure. The upper one, the scenario analysis, is a top-down process where we develop capability requirements from the national security situation, future challenges and strategic aims. 
The derivation of capability requirements is based on an analysis of the national security situation, future challenges and national strategy. The critical factor of the derivation is to be as open-minded as possible. It is a classical mistake to depend too much on projections of trends or probabilities. However, this is discussed in more detail in the next section. What we aim for instead is a set of mission types which spans – to the greatest extent possible – the space of potential future challenges to national security. The mission types are generic scenarios, which mean that they do not contain specifics with regard to parameters such as time, place or opponent. 

The mission types are not specific enough to be used for the derivation of meaningful capability requirements. It is, therefore, necessary to develop concrete situations where geography, actors and time lines are defined. These are called scenarios and are detailed examples of the mission types described above.

The scenario analysis consists mainly of a decomposition of each mission type into objectives, tasks and subtasks. The subtasks are then analysed to determine the capability requirements for each for each of them. This can be accomplished through war-gaming, simulation models, the application of doctrine, etc. It is important to note that this is not a troop-to-task analysis, as we at this stage are only interested in capabilities. The mapping of forces against requirements is done later in the analysis. 

A force structure consists of elements that are qualitatively different. Some of these can have the same or similar capabilities. A Coast Guard ship and a P-3C Orion can, for instance, both do maritime surveillance. To be able to compare the surveillance capability of these two platforms, we need a yardstick by which to measure it. This yardstick is called a reference unit which, in turn, defines a unit of performance (or capacity) for that particular capability category. The reference unit for the capability category maritime surveillance could either be defined as a certain performance level (the ability to survey a certain area with a certain resolution within a defined period of time) or it could be defined to be equal to the surveillance performance of a known platform, such as the P-3C. All platforms and units having a given capability must then be evaluated in terms of performance relative to the reference unit of the capability category.

A main application of the process described so far is to evaluate the capabilities of an already existing or proposed force structure – like the one recommended by the 2008 White Paper. By matching the capabilities of the force structure to the capability requirements derived from the scenarios and level of ambition, the method gives an explicit quantification of what the structure is lacking with regard capabilities, capacities and readiness. This is achieved through an optimisation approach where available resources – as specified in the current long-term plan – are matched to the requirements given by the mission analysis and the postulated level of ambition. 

The gaps identified in this manner forms the basis for a risk analysis (however, see also section three of the paper) at the level of decision makers. A Capability Development Plan is worked out and forms the basis for more detailed plans for the development of the Armed Forces in the short, medium and long term.

There are many advantages associated with a continuous planning mode. It allows for a certain degree of agility in tackling a changing security and/or economic environment. Furthermore, it increases the political ownership of the process since, in the previous regime, a Defence Minister would often inherit the long-term plan of the preceding Government without any chance of making his or her imprint on it for several years. The continuous mode of planning also improves continuity in terms of methods and personnel, since there is no need to establish an ad-hoc organisation every four years that inevitably tries to reinvent the wheel each time. 

There are, however, disadvantages with the continuous planning model as well. One obvious problem is to ensure that there is sufficient focus and resources dedicated to the long-term view, in a Ministry that has plenty of high priority, often media-driven, issues to juggle every day. A more fundamental concern is that a continuous process could fail to discover and act upon what could be called “creeping change”: If the security environment should undergo a gradual change to the worse (or better), the natural response would be a gradual change and adjustment of the long-term plans. What may be missed may be the fact that the security environment, through gradual change, have altered in a fundamental way. The same may be the case with the overall balance between long-term force structure plans and a gradually worsening budgetary situation.

Partly as a response to this, and partly as a response to the challenge of incorporating a major new investment program in the shape of a new fighter aircraft, a hybrid model has been adopted in Norwegian long-term planning. A White Paper is planned for 2012 and considerable effort is dedicated to a top-down, long-term review of the Armed Forces. However, once the White Paper is adopted, there will not be a four-year hiatus until the next review. Adjustments can be made through the yearly budgetary processes and specific issues can be addressed as needs arise. 

All in all, this would seem to combine the requirement for adaptability, while ensuring that the totality and the long-term view is not lost. However, there is still an inherent danger that the long-term view will be trumped by current events and the day-to-day running of the MoD. In addition, Norway has no tradition for organised long-range forecasting (LRF) that take a broader perspective on future security challenges, although several national branches do carry out periodical sector-wise projections of future trends and challenges. As the next section shows, there may be several reasons for, and challenges associated with, the current state of affairs. 
2.0
Incorporating the long-term view

A first reason is rooted in size and geostrategic position. While larger states in particular, such as the US and Britain, have tended to use security forecasts as means to reinforce their stake in, and active responsibility for, what the future world may look like, Norway’s position has traditionally been passive and aimed at retaining status quo [3]. Threats as well as priorities have been clear enough. It has, therefore, not been in Norway’s strategic interest to raise questions about alternative futures. 

Another reason may be the somewhat unscientific nature of LRF, which tends to put off scientists who are used to avoid making predictions about the future. Over the years, the Norwegian MoD supported by the Norwegian Defence Research Establishment (FFI) has developed a range of sophisticated tools and methods for defence planning, as described above. LRF activities are not readily compatible with these processes, in fact they are often discouraged as a basis for long-term planning, since they often end up being wrong. There is, however, a balance to be struck between putting too much and putting too little emphasis on projections of trends or probabilities. The ability to identify a broad enough set of mission types, from which to derive more specific scenarios and capability requirements, increasingly requires some level of foresight.

Recent – and not so recent – trends towards increased globalisation, interdependence, cross-border threats, etc, affect also states like Norway in ways that increasingly force defence planners and decision makers to consider how decisions made today will face up to tomorrow’s challenges. The identification of the need for some form of LRF activity is, as such, a result of current strategic developments, and follows in the wake of a trend in which also smaller states like Sweden, Denmark and the Netherlands, as well as corporations, International and Non-Governmental Organisations (IGOs/NGOs), have started to approach this field in a more organised manner. 

Norway’s lack of experience in the field of security related LRF poses some obvious challenges, such as the establishment of a community of researchers with the appropriate skills and methods to do it. However, LRF also poses challenges of a more cognitive or cultural nature, insofar as neither defence planners nor policymakers, for reasons already mentioned, are particularly used or open to debating how future strategic trends may affect national security. Several commentators have, over the years, attributed this situation to a lack of strategic culture in Norway. Incorporating LRF into the defence planning process is, as such, not merely an issue of methodology, but also of objective, dissemination and impact. This raises questions, such as what are LRF reports for, at whom are they targeted (civil servants, politicians or the public), and in what form are they to be disseminated (scientific reports, briefs, newspaper articles, op.eds, etc)? These are, indeed, questions that are relevant to most states, even those with a long track record of LRF activities.  

The key concern in LRF is how to manage uncertainty. Trend projections are, with danger of sounding repetitive, in hindsight often wrong. However, in fairness, it should be pointed out that they are also (most) often right, although it is the strategic shocks, the intelligence failures or the black swans that attract the most attention – to the discredit of LRF activities in general [4]. A range of tools and methods have been developed over the years to improve the accuracy or predictive force of LRF, or make them more scientific [5]. Then again, forecasting is not a science, nor is it about prediction. It is about raising awareness of probable outcomes of current trends, but also about preparing for the fact that improbable events will occur. 

In fact, LRF reports rarely advocate radical measures to be made in response to projected trends, but typically call for robustness, flexibility, adaptability, resilience, etc. Rather than trying to predict the unpredictable, the idea is to improve the level of preparedness for the unexpected by thinking through – or encouraging the habit of thinking through – a number of plausible, but also less plausible scenarios as an inherent part of planning for the future. Insofar as this is the purpose of LRF, it is not certain that accuracy, or scientific rigour, is the way to go. In fact, the strife for accuracy may tend to lead to more conservative forecasts, when methods should instead encourage planners to think outside the box. 

Then again, trend forecasts need to retain a core of probability in order to ensure that defence planners, and perhaps more importantly the political decision makers and, in turn, the general public on which planners rely for funding and popular support, take them seriously. A certain scientific “flair” to LRF products may help in this regard, although a balance needs to be struck against clarity, in order to raise the proper alarm needed for keeping up the finances, organisation and public mentality of what Owen refers to as a resilient society [6]. As such, LRF represents a powerful and central tool in the building and nurturing of a national strategic culture.

Being clear about the objectives that LRF serves helps us appreciate the inherent limits and opportunities of such activities. What is obvious is that it cannot and should not be used as a basis for individual decisions. However, it can be useful for addressing the “creeping change”-problem in defence planning by pointing out how those trends that can be forecasted with a relatively high degree of certainty may lead to radically new security challenges both globally and locally, even if they progress in accordance with the most conservative trend projections. Future demographic shifts offer a striking example in this regard: Changes in the distribution of global population growth, aging societies in Western world, extremely youthful populations in poorly governed countries, and unprecedented urbanisation will almost certainly spur security challenges, for which few states are preparing today – even as they are relatively clear to us [7]. 

To sum up, while the purpose of long-range forecasting of the security environment is to identify and explore the potential security challenges of tomorrow, the forecasting process does not necessarily produce results that can and should be used directly for decisions that have to be made today. In many ways, forecasting aims to widen the scope of the future security environment by identifying potential challenges and producing alternative futures – with varying degrees of uncertainty. Decision makers still have to prioritize the identified security challenges in order to develop national security strategies, policies and defence plans. In other words, forecasts also need to be translated into a basis for decisions made today.
3.0
Risk analysis as a tool for prioritization

Many variables can be considered when giving priority to security challenges, like the uncertainty of projected forecasts, their plausibility and relevancy for the subject matter, etc. However, for practical purposes, these variables are representations of aspects related to the risks involved with a certain challenge. Risk can be defined in several ways [8], but has traditionally been expressed as a combination of the probability of an event and its consequences. 

In recent years, many European countries have carried out national risk assessments related to civil emergency planning [9]. Often, these are influenced by traditional probabilistic risk analysis methodologies, where the outcome is a ranking of different security challenges and hazards based on their estimated likelihoods and consequences, more often than not visualized in a risk matrix to illustrate the future national risk picture for the country. For instance, the UK National Risk Register for Civil Emergencies considers risks related to natural events, major accidents and malicious attacks [10]. Challenges related to national security and the military domain are excluded from the analysis, although terrorism and information attacks against civilian infrastructures are included. National risk assessments are also done in The Netherlands [11] and Switzerland[12]. In Norway, the Ministry of Justice and the Police recently tasked the Directorate for Civil Protection and Emergency Planning to establish a national risk, threat and vulnerability picture [13]. 

A national risk assessment approach can also be useful for military purposes and national defence planning, especially if combined with long-range forecasting. In addition to providing a framework for prioritizing security challenges, and not least for translating global strategic trends to national relevant challenges, the results of the assessment can be used to inform and involve authorities, decision makers and operational expertise in discussions about future challenges. If seen in parallel with similar civilian risk assessment approaches, the process can also help stimulate national civil-military coordination and cooperation. 

There are many methodological challenges involved with using or developing formal methodologies for risk assessment of complex societal systems, and many of the challenges can be related to the use of probabilistic risk assessment techniques. These techniques were originally developed for use in technological systems and industrial processes, for instance flows through oil or gas pipes or process control for the nuclear industry. Probabilistic assessment of likelihoods worked in these settings, because there was usually readily available data on accident levels or failure rates for components. For many future security challenges, there will be little or no real historical data available, because events are rare or have not happened yet. Assessments of probability also tend to be skewed towards events that occur frequently [14], which in a way defeats the purpose of performing a wide screening of the future security environment in the first place. Another challenge is that it is hard to accurately represent the probability of events involving malice in the same way as the random stochastic accidents and failures that the risk assessment methodologies were originally designed for. 

Assessing consequences of security challenges is not a trivial task either. For the industrial analyses discussed above, consequences can usually be determined rather accurately based on evaluations of costs of failed components, downtime in the industrial process etc. In a national security risk analysis, there are many more potential values at stake; societal economic losses, loss of lives, loss of political freedom and sovereignty, downtime in technological infrastructures, failure in societal services, reduced perceptions of security etc. While it is not impossible to translate and compare consequences across these categories, one will often find that the ranking of different values are scenario dependent: No consequence category is the most important across all possible security challenges. Additionally, the data collection involved in measuring consequences on a national level can be a huge undertaking. 

The methodological complexities involved ultimately means that national risk assessments will be time-consuming and costly processes. Even a single iteration of the analysis can take years to complete. This might not be compatible with the desire for a more continuous defence planning process. Finally, risk assessments have to include decision makers in the analysis loop if the results are to be implemented and used. Unless this is done, the analysis can surely turn into an interesting academic exercise, but ultimately prove useless for decisions related to strategic defence planning. 

Even though there are significant methodological challenges involved, this does not mean that national risk assessments have no place in the future Norwegian defence planning process. Most considerations of relevant future threats and security challenges will involve evaluations of risk anyway, implicitly or explicitly. Finding good frameworks for evaluating risks and making informed decisions will be critical. 

In the last decade, many have questioned the validity of the traditional probabilistic risk approaches on macro societal systems with complex relations between technologies, organizations and humans, and rather sought to look beyond probabilities and statistical expected values. In this tradition, risk should look more at the uncertainties involved with hazards and challenges, and less at probabilities. One possible definition is that risk refers to the uncertainty about and severity of the consequences (or outcomes) of an activity, with respect to something that humans value [15] By using such an approach as the starting point, it should be possible to create a risk assessment framework that acknowledges that the future is uncertain, adheres to the scope-broadening qualities of LRF, but still gives us a basis for the decisions that have to be made today. 

3.0
conclusions and policy implications

This paper has argued that to facilitate robust long-term planning and decision-making, several parallel approaches, applying different methods and timeframes, while answering to different objectives, are needed. The Norwegian MoD has now moved away from a traditional four-year cyclical model of long term capability planning towards a needs based model in which plans are developed and updated continuously. At the same time, the need for some sort of activity that counters the inherent danger of being caught up in current events and day-to-day planning has become all the more obvious. 

The new model of continuous defence planning is an improvement from the old one, which offered limited opportunity to address evolving challenges and adjust the course en route. However, it is also necessary to take stock once in a while to counter the tendencies towards being caught up in current events, address “creeping change”, and ensure that the long-term view is retained. As a very basic point, therefore, LRF reports needs to be cyclical even if planning takes place on a continuous basis. But this raises challenges of how LRF fits in with the overall planning process. It seems that, at the moment, (institutional) resistance towards phasing LRF into Norwegian defence planning may also be rooted in a lack of strategic culture for doing so. 

However, the Canadian model, in which LRF is introduced at the stage before national scenarios are deduced, could serve as an example [16]. At this stage, the analysis of the security environment should also include a longer time-frame, in which the development of a number of alternative futures is also a required element. At the same time, there would have to be a general agreement that breaking out of traditional patterns is, in fact, a key objective of LRF. Clarity of purpose may, in turn, help decide what would be the optimum form, frequency, target audience, etc., of LRF products. Some products would have to be specific enough from which to develop scenarios that are suitable for testing different force structures. Other products would have to be made more accessible in order to target a broader audience, including politicians and the media. 

Yet the limitations of LRF also need to be fully appreciated. It should certainly not lead to rash decisions, but ideally induce a sense of conservatism. That is, LRF should be effectively framed as a strategy for raising resilience rather than as way of making predictions about the future, which is a common misperception today. By not doing LRF we are inherently making the prediction that the world will, in fact, not change. The limitations also mean, we argue, that, for individual decisions, considerations of risk offer a better tool for prioritisation. Risk assessment can help translate the broader LRF products into useful decision points for today. However, it is important to adapt a risk assessment framework that includes considerations of the uncertainty of future security challenges and hazards. Unless this is done, the risk assessment process will likely rule out all alternative scenarios identified by the LRF process, which defeats the purpose of conducting a wide screening of the future security environment in the first place.

As argued in this paper, analytical diversity is an objective in itself for increased preparedness and robustness in dealing with expected and unexpected events. One size does not necessarily fit all when it comes to planning for the future.
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